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#  Заключение

В результате теоретического анализа установлено, что организационно-экономический механизм системы информационной безопасности представляет собой самоорганизующуюся систему заинтересованных лиц корпорации, форм и методов управления, рычагов и инструментов, правовых норм и организационно-экономических форм их использования в целях обеспечения надежной защищенности жизненно важных интересов корпорации от внутренних и внешних угроз.

В результате обобщения и критического осмысления имеющихся в экономической литературе предложений по построению системы показателей безопасности предложена следующая система показателей оценки уровня информационной безопасности:

– попытки несанкционированного доступа к корпоративным сетям со стороны конкурентов или криминальных структур;

– попытки несанкционированного доступа к внутрикорпоративным сетям со стороны сотрудников, не имеющих допуска;

– утечка информации на электронных и бумажных носителях в результате нарушения сотрудниками корпорации инструкций по обеспечению информационной безопасности;

– контакты сотрудников корпорации с представителями конкурентов или криминальных структур;
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