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**ЗАКЛЮЧЕНИЕ**

Защита данных представляет собой определенный комплекс мероприятий, способов и средств, однако она также должна быть системной, а значит, должна включать в себя также и другие элементы: пользователей данных, органы и объекты защиты. Защиты информации не является чем-то статичным, а представляет собой непрерывный процесс. Однако этот процесс не может осуществляется сам собой, он выполняется в результате определенных действий человечества. В деятельность входят цели, процесс, средства и результат. Защита данных обязательно должна иметь определенную цель, результаты и должна осуществляться при помощи каких-либо средств. В силу этого деятельность и является методом реализации основной части защиты.

Главной целью дипломного проектирования является разработка организационно-технических решений по обеспечению информационной безопасности.
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