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# ЗАКЛЮЧЕНИЕ

Обеспечение информационной безопасности на первом уровне состоит в разработке нормативной документации, способствующей организации центров ответственности за хранение информации. На данном уровне разрабатывается и программа или план обеспечения информационной безопасности действующего предприятия.

Второй уровень является административным, здесь более подробно описываются обязанности сотрудников за обеспечением информационной безопасности. Основным документом является должностная инструкция каждого сотрудника.

Третий уровень - программно-технический, подразумевающий использование различных средств защиты информационной безопасности.

Мероприятия по обеспечению информационной безопасности предприятия в Китае базируются на ряде принципов и должны осуществляться комплексно, с применением основ обеспечения отсутствия нарушений как внутренними, так и внешними нарушителями.
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